
1

10th International Command & Control 
Research and Technology Symposium 

June 13 – 16, 2005 
The Ritz-Carlton, McLean, Virginia

Naif M. Al-Duwaish

Engineering Systems Department
Cranfield University, Shrivenham, UK



2

Using Assessment Methods & Tools to 
Understand Joint Battle space 

Digitisation (JBD)  



3

Requirements & 
Challenges of JBD

Need for 
analysis

Need for A.F.

Scenarios
Introduction

Results for
Saudi JBD

Apply this to 
the Saudi needs

Approach for using A.F.
(Process, Methods and Tools)

JBD
Architecture Framework (A.F)

Conclusions about the use of +
value of the approach + A.F.

Existing A.F.
DoDAF + MODAF

Design the 
Modeling work

Strategy to Task (STT)

System Dynamic (SD)

Vensim Model  (SIM)

D
A
T
A

Methods for 
analysis

Recommendation about the 
Problem + Its Solution.

Scope of the Work



4

Introduction

The system is increasing the complex and there is not a comprehensive 
methodology to aid the systems engineering or even the end user to analyse 
its characteristics. 

Quick movement of land, sea and air forces are necessary in battle timely 
communication and processing of this information, and ensuring its 
availability to all level of decision making authorities plays a decisive role in 
success.

There are several methods being developed that are potentially useful for 
analyzing Joint Battlespace Digitisation (JBD) but they are not adequate to 
cope with complexity and emergent behavior of different level of complex 
systems
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JBD Aim

The Joint Battlespace Digitisation (JBD) programme aims to 
enhance the operational effectiveness of Saudi Arabia forces in 
Joint and Combined operations by using modern information 
technology to couple weapons, sensors, communications and 
information systems (CIS) across the battlespace and thus to 
create an effective, robust, efficient and affordable federation of 
systems.
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JBD Architecture Framework Process
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Provision for Interoperability
– ensure compatibility of systems, processes or procedures.

Command micro-management
– deal with reduced command delegation, increased command 
chain and destruction from the overall picture/objectives.

Information reliance
– guard against reduced confidence/ reluctance in decision 
making missed point of opportunities due to required levels of 
information completeness.
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Command Structure 
– must be compatible with the information flow requirements and 
decision hierarchy   (it must facilitate & support the same).

Recruitment & Training 
– must personnel are matched with skills required (it must 
provide development & maintenance of the same).

Reduced Manning 
– deal with insufficient manpower for reversionary modes of 
operation.
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DoD Architecture Framework (DoDAF)
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The STT structured cascading mechanism
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• The process, starts from expressions of high-level requirements and
cascades  through several structured layers to arrive at  the lower-
level tasks.

• Each box is a Quality Function Deployment (QFD) matrix where
a set of requirements is mapped against a set of responses generated
from reviews of the source material.

The STT structured cascading mechanism
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STT at Strategy level
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STT with different Sub-Systems options
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System Dynamic (Vensim Model)
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Number of Detected Target
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Results from the Vensim Model

The Vensim model simulates a scenario of possible 
escalation of conflict  It attempts to incorporate all 

options in an escalating scenario that spans 28 days.

The simulations begin by specifying a number of hostile targets.
Depending on  the options in place, the targets are detected and

prioritised as shown in graphs
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Target to be Eliminated
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Results from the Vensim Model (2)
The effectiveness of JBD determines the threat assessment. 
This involves measuring target parameters, transmitting,

and prioritizing them to command sector.

The targets can be chosen to be eliminated, at the operational level,
authorization of target engagement as shown in Graphs.

Eventual destruction is dependent upon the effectiveness of JBD
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Evolution Area 

Use of Architectures to measure mission 
effectiveness ( capabilities and measure of 
effectiveness) by using JBDAF
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Conclusion

• There are several significant shortfalls in MODA technical policy. 
The most significant of these relate to the policies for secure 
interconnection, message handling, messaging security, 
internetworking, data management and communications demand 
management.

• A key issue for JBD is how to pursue an evolutionary approach 
across a complex federation of systems in a competitive system 
acquisition regime.  

• JBD capability is achieved by realising components of that capability 
in Component Systems. 

• Actual JBD capability will become available to the user only as these 
enhancements to Component Systems are rolled out across the in-
service platforms.
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Conclusion (2)
• Use of the JBDAF provides the consistency and common 

language to enable the stakeholders (people involve in the JBD) 
to express the problem and to reach the solution. 

• Having a STT will underpin the JBDAF providing the consistency 
of approach to architectural modeling and provide a good means 
for change management of the architecture framework. STT 
identifies the gaps in system available to meet operational needs. 

• The system dynamic model is to monitor the effects of 
programmatic changes to a system on the overall SoS. 

• we will know the impact on the performance, time and cost of 
other systems, which aids decision-making.
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